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26 JUN 1998

MEMORANDUM FOR SEE DISTRIBUTION

FROM: HQ AFMC/PK
4375 Chidlaw Road. Suite ¢
Wright Patterson AFB OH 45433-5006

SUBJECT: Year 2000 (Y2K) Compliance

1. The attached policy letters require that Y2K compliance be addresscd in all new and existing contracts
and fielded products that have deliverables that are required to perform date/time processing. Each
requirements manager Or program manager. working with the user of that product or system. s responsible
for determining if the system performs date/time processing and. when appropriate. preparing a Y2K
compliance requirement for new contracts or modifications to existing contracts. Program managcers must
also identifv interfaces between each product/sysiem and make Y2K changes in concert with interfacing
product/system managers to ensure the Y2K fix does not result in interoperability problems

2 The Air Force Chicf Information Officer (AF-ClO) established the role of the contracting officer (CO)

in his 22 Dec 97 letter (attached): The CO serves as the focal point with industry regarding Y2K
comphiance.- Working with the Prozram or Requirements Manager. the CO determines if Y2K comphance
assessment actions are within the scope of existing contracts and ensures Y2K compliance 1s addressed as a
requircment on all abpropnate contracts '

3. DoD inspections in Dec 97 and May 98 revealed that the Y2K requirement was not included in some
AFMC contracts. It is essential that this requirement is included in all appropriate contracts. both stand-
alone 1T hardware/software as well as sustainment. systems. and research and development contracts with
embedded hardware/software. Including the Y2K requirement in new contracts and modifving existing
contracts. where applicable. will ensure that all IT (including embedded IT) in the AFMC inventory are
Y2K comphant. The absence of the requirement could affect mission-critical AFMC systems

4. Working with AFMC Program or Requirements Managers. COs should ensure that Y2K compliance ts
addressed as a requircment in all appropriate new and existing contracts. Refer Y2K questions to

Mr. Garv Wooldridge, HQ AFMC/PKS. DSN 986-0336. Any contracting policy questions should be
referred to Mr. Kenneth J. Farr, HQ AFMC/PKPA, DSN 986-0380.
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DEFARTMENT OF THE AIR FORCE

APR 15 1998
MEMORANDUM FOR SEE DISTRIBUTION

FROM: HQ AFMC/SCY

SUBJECT. AF-CIO Memo. 8 Apr 98, Acquisition of Year 2000 (Y2K) Compliant
Information Technology

1. The attached 8 Apr 98, AF-C1O memo directs that we “must support the OSD memorandum
to immediately halt any orders that are not Y2K compliant” and. “if there is a reason for
exceptions to this policy, submit a waiver (which should be a rare occurrence) per attached
guidelines *  The referenced OSD memorandum is dated 18 Dec 97 This is just a reminder to
ensure that mandatory contractual language is incorporated into contracts to ensure YZK
compliance (AFMC Y2K Program Management Office (PMO) Policy Memo 98-1)

2 Also, perthe 8 Apr 98 AF-CIO memo, please “‘ensure systems interfaces and data exchanges
are documented (AFMC Y2K PMO Policy Memo 98-03); submit cost data for tracking
(AFMC/CC Memo, 18 Feb 98); and start preparing operational contingency plans for possible
system failure ” (AFMC Y2K PMO Policy Memo 98-02).

3 Please make sure vour local Y2K points of contact and your local contracting office

(PK) are aware of this policy. and that theyv are provided copies of the 8 Apr 98 policy -
memorandum as appropriate  Far AFMC PRS nlease notify vour field PK offices of this memo
and provide us an intormation copy

4 Our HQ AFMC/SCY Y2K web site will be updated to include this memorandum and its
attachments POC is Mr Wilson. AFMC SCY, DSN 986-0748, e-mail. wilsonlt @ wpgate!
wpafb af mil.

DOROTHY IVTUCK ~ =~
Y2K Program Manager
Communications and Information

Attachment o _
AF-CIO Memo. 8 Apr 98 w3 Atchs
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DISTRIBUTION LIST

Y2K Center POCs:
AEDC/DSC (Mr. Magavero)
96 CG/SCTOS (Mr. Blakely)
95 CS/SCBN (Lt Sturd)
AFSAC/ITSO (Mr. Hostent)
AMARC/XPIC (Mr. Haslag)
88 CG/SCXP (Mr Dureiko)
AFMC/LGIS (Mr. Mobley)
ESC/DIO (Maj Shifflett)
HSC/YAMD (Capt Mirrow)
HSC/YAEM (Maj Fisk)

72 ABW/CAG (Ms. Coil)
OO-ALC/FMD (Maj Butler Mr. Ragland)
SA-ALC/TLS (Mr. Wilson)
SMC/AXEC (Mr. Shulman)
WR-ALC/FMLSB (Ms Kile)
AFRL/CCI (Maj Monroe)
USAFM/MUMA (Mr. Dobbyn)
SM-ALC/FMDD (Ms Smith)

Y 2K Business Area POCs:
AFMC/PKS (Mr Wooldridge)
AFMCENPP (Ma; J C Coleman)
AFMC/FMBD (Mr Cobb)
AFMC/JAX (Lt Col Conrad)
AFMC/DPZD (Mr. Davison)
AFMC/XPX (Mr. Druhe)
AFMC/LGNC (Ms Gitman)
AFMC/DROF (Mr Holland)
AFMC/CEOO (Capt Ellert-Beck)
AFMC/DRD (Lt Col Snaufer)
AFRL/DSR (Maj Monroe)
AFMC/SG (Maj Lieberman)
AFMC/DOP (Maj Wayne)
AFMC/INR (Mr. Wendell Quinton)
AFMC/IPS (Mr. Brown)

MSG/EN (Ms Keeler)
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DEPARTMENT OF THE AIR FORCE
WASHINGTON DC

08 :pm 1098

MEMORANDUM FOR SEE DISTRIBUTION

FROM: AF-CIO
1250 Air Force Pentagon
Washington, DC 20330-1250

SUBJECT: Acquisition of Year 2000 (Y2K) Compliant Information Technology

Release of guidelines from OSD and Air Force within days of each other has raised some
questions from the field. First, we support the OSD memorandum to immediately halt any orders
that are not Y2K compliant. Second, if there is a reason far exceptions to this policy, submit a
waiver (which should be a rare occurrence) per attached guidelines to my support office,
AFCICAT. ‘ ) : '

We are making progress in fixing our Y2K problems. Most of our systems are currently
in the renovation phacs with remaining milestones rapidly approaching. I also need your help in
the following areas: ensure system interfaces and data exchanges are documented; submit cost
data for tracking; and start preparing operational contingency plans for possible system failures.

With your continued emphasis, we’ll make sure the Air Force remains mission ready.

ot (A ovnind
GEORGE K. NER, Lt Gen, USAF

Chief Information Officer
Attachments:
1. DOD-CIO Memo, 18 Dec 97

2. AF-CIO Memo, 22 Dec 97, w/Atchs
3. Waiver Request Instructions
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December 18, 1997

MEMORANCUM FOR SECRETARIES OF THE MILITARY DEPARTMENTS
DIRECTORS CF THE DEFENSE AGENCIES

SUBJECT: Acguisition of Year 2000 (Y2K) Complient
Infeormation Techrology (IT) and Brirging Existirng
IT into Compliance

Effective immediately, all IT that is acquired bty the
Military Cepartments and Defense Agencies shall be Y2K
compliant. This includes IT acquired for use in national
security systems as defined in Federal Acguisition
Regulation (FAR) Part 39.002, and applies to all Department
of Defense (DoD) purchases by any acquisition method,
including ordercs placed under contracts or schedules issued
by other Agencies. informmation technology cecntracts and
other accuisition instrumerts must be reviewed or. a case DYy
case lkasis to determine whether any modificaeticn to the

contract cr bther acguisiticr instrument is rnecessary.

Orders for IT shall not be placed against a contract cr
other acgursition instrument unless that contract/instrument
requires Y2K ccmgliance or the order itself recuires YZ2K
comcliance.

Either the surglier or the acquiring activity will tes:
at least a representative sampling of the I7T that Iis
ce_ivereZ2 anc documenrt the results in writin

The term “Year 2000 compliant” is defined at FAR Part
39.302 as follows: '

“Year 2000 compliart means, information
technolegy that accurately processes date/time
data (including, kut not limited tc, calculating,
ccmparing and seguencing) from, into, and ketween
the twentlieth and twenty-first centuries, éeand the
years 1595 and 200C and leap year calculat:ons.
‘Furtrermcre, Year 2000 compliant information
technclcgy, when used in combination with other
rnformatlion techrology, shall accurately process
cate/time data :if the other informaticn technology

-

prorerly exchancges date/time data with it.”

bA—‘l‘.,‘ Arot Loner ] (FAR 3('%)

crg ~roIy ke : craT



Requests for exceptions to this peolicy must be

submitted to the Department of Pefense Chief Information
Cfficer (DoD CIO) for approval.

For IT in the existing inventory that is not Y2K
compliant, DoD Components should, in appropriate cases, be
assertive in requesting that the supplier and the
ranufacturer take action to bring the IT into compliance.

Requests for waivers to this policy and questions
concerning this policy should be submitted to Mr. Samuel
Worthington, Director of Information Technology or Lis
Deputy, Ms Ruty Harrey, Cffice of the Assistant Secretary cf
Defense (C3I), Room 23239, 60CO Deferse Pentagorn, Washington
D.C., 203C1-€6000. Mr. Worthington can be reached on
(703) 614-6:32, (email: WorthinS@osd.pentagon.mil).

Mc. Harney can be reach be reached on (703) 614-€2C2,
(email: ruby.harney@osd.pentagon.mil).

(signed)
Anthony M. Valletta
{Acting) : '
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Office of the Assistant Secretary

DEPARTMENT OF THE AIR FORCE -
WASHINGTON, DC ,

MEMORANDUM FOR SEE DISTR'BUTION 2 2 DEC B%7

FROM: AF-CIO ‘
1250 Air Force Pentagon .
Washington DC 20330-1250 //

SUBJECT: Year 2000 Compliance

I recently reviewed findings of a DoD 1G audit which found that same of our large
information technology contracts did not contain Y2K compliance as a contract requirement. These
contracts were awarded prior 10 issusnce of policy sad regulatory guidance (10 Feb 97 SAF/AQ
message and FAR Part 39) carlier this year. This memo provides further direction regarding the
applicability of Y2K compliance on existing conwuacts and fielded products.

Y2K compliance shall be addressed in a1l new and existing contracts, and fielded products
which have deliverables that are reqg sired to perform datctime processing. . Each requirements
manager Or program manager, working with the user of that product or system, is mponsxble for
determining if the system performs dateAime processing and, when appropriate, preparing & Y2K
compliance requireraent for new contracts or modifications to existing contact. Arnachment 2
provides an averview of YZK compliance actions and responsibilities for cantracts and fielded
products and systems. Achieving Y2K compliance goes beyond inserting compliance requirements
into existing contracts. Program msnagers must also identify interfaces bertween each
product/systemn and make Y2K changes in concert with interfacing product/system mansagers to
ensure the Y2K fix does not result in interoperability problems.

I know that you and your staffs have been working this issuc hard. My contracting and CIO
suffs are available to assist you as needed. POC for contracting issucs {s Lt Col Bill McNally,
SAF/AQCP, DSN 225-3859 and for Y2K requircments issues is Mr James Kelly, AFCIC/ITI, DSN

225-1687.

‘Arthur L. Money

Chief Informatio r
Anachments:

1. Distribution List
2. Year 2000 Compliance Overview
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000 K) Compliance Overview .

Introduction

Y2K compliance is an issue that impacts autornated information systems (AIS), weapon
systems and infrastructure products whose performance is predicated upon the dateAtime
processing involving dates subsequent 1q Scptember 30, 1998. The AIS and weapon .
system strategy is outlined in the Air Foree Year 2000 Guidance Package, available from
the Air Force Year 2000 web site (http://year2000.af.mil). Infrastructure Y2K strategy is
outlined in the Air Force Year 2000 Infrastructure MAJCOM/Commanders Guidance
Package, also available from the above web site. Y2K compliance must be addressed for
all Air Force products that are currently being developed, produced or are already fielded.
Programs and organizations should tailor their Y2K compliance strategy to fit their
individual needs and situation.

Responsibilities -
\—-—__—_—’//

Determining and taking action on Y2K compliance will take an integrated effort
involving the user, item managers, requirements managers, program mangers, contracting
officers and contractors. lowever, cach has a particular role and responsibiliry:

User: The uscr of the product, working with the Icquirements or program manager,
detcrmines if the product performance requires it to ke Y2K compliant (time/date
calcuiations used?). Sorme of the activities involved with this will be requirements
tradeoff analysis, product testing and analysis, operational irpact assessments and
compliance implementation. : . ‘

ngrmx/chuirtmcn_ts/Itcm Managers: Impleinents the Y2K compliance strategy as
tailored to the specific needs of the program/product. Works with all the appropriate
representatives from development, test, sustainment, uscr and contractors of a product Lo
ensure that all Y2K issues arc identificd and resolved. Accomplishes product/system
certification activities and reports status through program channels. Develops Y2K
compliance requirements language that will be put oo new and existing contracts,

Contracting Officer: Serves as the focal point with industry regarding Y2K comipliance.

Working with the Program or Requiremnents Manager determines if Y2K compliance ¥
assessment actions are within the scope of existing contracts. Ensures Y2K compliance is
addressed as a requirement on all appropriate contracts. '

Contractors: Performs analysis and corrective actions, as necessary, of preduct Y2K
compliance. Confirms Y2K compliance.

Y2K Compliance and Confirmation

The program/requirements manager should investigate Y2K issue on all products and
systerns that they manage. When appropriate, the contractor should be tasked through the
contracting officer to investigate and provide an assessmeat of Y2K compliancc. These
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taskings can be through several diffcrent approaches, including Advance Cha._ngc Study
Notices or a contracting officer letter. The following is sppropriate requiremests
language to put on new or existing tontracts: :

Ycar 2000 Compliance Requirement

Al information technology itemns must be Year 2000 cornpliant, or non-compliant items
must be upgraded to be Year 2000 compliant by (Note: insert the earliest date when the
items may be required to process Y2K datzs, but not later than December 31, 1999).

Year 2000 compliant means information technology that accurately processes datesiime
data (including, but not limited to, calculating, comparing, and sequencing) from, into,
and between the twenteth and twenty-first centuries, and the Years 1999 and 2000 and
Leap Year calculations. Furthermore, Year 2000 compliant information technology, shall
accurately process date/time data if the other informastion technology properly exchanges
date/time data with it.

Additionally, the contract should contain an appropriate warranty clause, as approved
under agency procedures. Specifically, include FAR clause $2.246-1 7..18,190r 20,01
DFAR clause 252.246-7001, as applicable. 1f the above taskings or actions required to
achieve Y2K compliance are not yet specified in an existing contract, the program
manager must take appropriate action. One course of ection if the product is non-
compuiant is tor the nszr 1o determinc if the product is operstionally acceptable. This may
invelve establishing adequate and effective work-arounds which are acceptable to the
user. Another course of action is to modify the contract under the “Changes” clause,
which may involve additional program cost. The program/requirements manager should.
identify expected costs to become compliant, breaking out software and hardware costs
separately, and takc the appropriate course of action which may include obtaining
additional funds, making tradeoffs from other program requirements or developing
workarounds with the user or contractor. All of these actions invalve an integrated effort
with the eatire program team (including industry) and the user.

Sinece the Air Force has many commecrcial products which were purchased before the
Y2K problem was recognized, you may need to ask a veador to perform agn assessment of
the product. This assessment should be performed as part of your market research. For
fielded products, where there is no longer a contract, organizations should contact
vendors regarding compliance using the sample letter provided as Enclosure 1. Ifthe
verdor requests compensation to perform Y2K compliance actions, thc ncw contract

" sbould contain an oppropriate warranty clause. Becausc of the Clinger-Cohen Act, which
sceks to eliminate centifications not required by statute; you must not mandate contractors
to “eertify” their products. Enclosure 2 is a checklist developed by the Air Force Y2K
program office which you may employ to determine if your system or product is
compliant. This checklist should be used for products or systems currently under contract
or for fielded products. - ' )



Year 2000 Assistance

Year 2000 Help desk: DSN 576-5761 and Air Force Year 2000
website (http//year2000.2f.mil)

‘Enclosures:
1. Compliance Letter to Vendor - Where

There is no Existing Coatract
2. Y2K Compliance Checklist '

Attachment 2
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DEPARTMENT OF THE AIR FORCE
? HEADQUARTERS AIR FORCE ORGANIZATION
‘ ANYBASE AFB, ILLINOIS

P

MEMORANDUM FOR MANUFACTURER XYZ
1345 Vendor Lane
Little F;]Ls MN 56345

FROM: Air Forcc Organization
1250 Airbase Road
Anybase AFB IL 62225-1234

SUBJECT: Year 2000 Compliance of Product XYZ

The United States Air Force is actively addressing the Year 2000 status of our systems
and purchased products 1o ensurc our mrission capabilities will not be diminished by an
unforeseen Year 2000 problem. We currently use product XYZ and peed to know if it is Year
2000 compliant or, if not, if your company has a plan to make it Year 2000 compliant.

As defined i~ * = Tcderal Acquisition Reogulation, Part 39: “Year 2000 compliact means,
with respect 10 intormation technology, that the information technology accurately processes
date/time data (including, but not limited to, calculating, comparing, and sequcacing) from, into,
and between the twenticth and twenty- first centuries, and the years 1999 and 2000 and leap year
calculations, to the extent that other information technology, used in combination with the
information technology being acquired, properly exchanges date/time data with it.”

In order to fully appreciate the naturc of Product XYZ's compliance, we request that you
address the following compliance issues in your rcsponse. Please specify if any of these criteria
are not applicable to Product XYX. -

Rollover - correctly recognize the change in date from December 31, 1999 to
January 1, 2000. No value for the current date will cause any intesruption in operation.
Rollover between all significant time demarcations (e.g., days, months, years) will be
performed conectly. _

Leop Year - correctly apply the leap year rule for the year 2000 and all years
thereafler. -

Century - correctly distinguish the century when responding to a two-digit date
input. : '

' Cgmpumﬁgg - calculaie, manipulate, and represent dates correctly for the
purposes for which they were intended. Accurately detarmine significant ime

Ateh Yn=n 7 (FAR 39
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demarcations in accordance with the Qregorian calendar for chh-.s aflar Jai_zua.ry 1, 2000 as
well as accurately compute time intcrvals before, spanning and after January 1, 2000,

Transfes - successfully transfer datc information to and from other equipment,
services, and software that arc compliant with the Year 2000 requirements.

If Product XYZ is non-compliant, please share with us how it wil! fail and suggest a
“work around™ which will allow Produc¢t XYZ to continue to perform as intended. We are also
interested in knowing if you have plans to make it compliant. If so, state when will it be

compliant and whether this will be a “no-cost™ fix or will require additional investment by your
customers.

This request is only intended to obtain information regarding your product If you can
provide this information without LncwTing costs, please proceed. If there will be costs associated

with this request, please consult the contracting officer before undertaking such a review.

We look forward to your response. With your help we will be better able to assess the
impact of the Year 2000 problem on the Air Force and develop a plan to ensure we meet our
mission requirements across the ceatury change. If you have questions, please contact the

contracting officer Captain John Smith at (618) 555-1234, or'c-m'ai] smithj@anybase.gf.mil.

MARSHA JONES, Licutensn? Coloncl, USAF
Director of Contracts
Ay Force Organization

Atch: Y2K Compliance Checklist

64-10 Atch 98-6J (FAR 39)
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Year 2000 (Y2K) Compliance Checklist

©ge

1. System/Subsystem/Product:

2. The subject preduct or system has the following characteristics:

Verified

a. Accurately process dates in the 1500s
b. Accurately process dates in the 2000s

c. Accurately process dates between 1900s and 2000s

d. Crosses ffom 1898 to 2000 sucesssfully

r, Recognizes 29 Feb C0 as a valid date

f. Recognizes Julian date 00060 as '2>9 Feb Q0
g. Recognizes Julian date 00366 as 31 Dec 00

h. Arithmetic operations recognize year 2000
has 388 days

i. Each Interface that exchanges data has been reviewed,
corrected if necessary, and verified to work for date data
passed between systems.

J- Support equipment and test equipment have been

verified to werk for date data passed between systems

(date)

(date)

Exclosure 2
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Waiver Request Instructions for Year 2000 (Y2K) Compliance

1. The following data is required to be submitted for waiver request:
a. Contract Name and purpose.
b. Justification of why the waiver is being requested.

c. Proposed actions to ensure that non-Y2K items are made Y2K
compliant prior to March 1999 at no cost to the government; items will be
certified complaint; a configuration management plan that ensures all
non-compliant items are tracked from a central location; copy of agreement
where supplier assumes responsibility to provide Y2K compliant fixes.

2. Format is your option.

3. E-mail is acceptable except for documentation showing supplier liability
for providing Y2K compliant retrofit at no cost to-the government.

4. Requests for waivers to this policy should be submitted to:
HQ AFCIC/IT. 1250 Air Force Pertagon, Washington, DC 20330-1250.
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